


3. Under the Two-step authenticationTwo-step authentication section, click Set upSet up next to the Text two-step authentication Text two-step authentication option 

4. Click Continue to verificationContinue to verification. 

5. Enter the desired phone number that will be used in Text 2FA and click Send codeSend code 

6. Retrieve the six-digit code from your mobile device and verify your code on the challenge page. 



7. Once verified via login credentials, text 2FA will be your primary form of authentication!

Switch back to email 2FA
1. Remove the previously configured text 2FA option. 

Important Notes
Mandatory 2FA requires at least email 2FA to be enabled at all times. Removal of all 2FA methods is not

allowed.

Re-challenge Interval: You won’t be re-challenged by 2FA for 90 days after your most recent challenge or

unless a new device attempts to access the account.

Verified devices can be viewed and removed in Account Central under the Security settings page.
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